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tronic filing improves judge, court staff, and public access to
case files; decreases court costs through increased productivity
and efficiency; reduces physical handling, maintenance, and
copying of files; improves docketing, scheduling, case manage-
ment, and statistical reporting; and enhances accuracy and ef-
ficiency 1n record maintenance.’® Furthermore, the newly
adopted amendments to the civil rules will increase efficiency
in the discovery of electronically stored information.336

Prior to implementing CM/ECF, the Judicial Conference
studied privacy and public access 1ssues relevant to electronic
fihng. The concern regarding privacy was that court partici-
pants would be subject to an increased risk of “identity theft,
stalking, and predatory business practices” due to the ease of
access and increase in accessible information.’?’ To address
this concern, the Judicial Conference had its Committee on
Court Administration and Case Management examine issues
relating to privacy and public access to electronic case files.338
The committee, through its Subcommittee on Privacy and Pub-
lic Access to Electronic Case Files, began i1ts study in June 1999
and received information from experts and academics 1n the
privacy arena, as well as judges, clerks, and government agen-

judges of their clerks to access or work on files at home; and paper files require
multiple copies to file, distribute, maintain and store, all of which must be done
manually with a risk that files will be lost or misfiled. Id.

335. dJudge Arthur Monty Ahalt, JusticeLINK, Prince George’s County, Mary-
land  Electronic  Filing  Pilot, http://www.ncsc.dni.us/NCSC/TIS/TIS99/
CTC6/JudgesSuper/CTC6SuperEfiling.htm (last visited Jan. 17, 2003) (on file
with author).

336. Id.

337.  Witnesses Advocate Balanced Approach For Federal Courts’ Document Ac-
cess Plan, 69 U.S. L. WK. 2576 (2001). In 2005, an article analyzed the state of
electronic filing in the U.S. federal courts and offered judges advice on handling
electronic fihng. Dawvid K. Isom, Electronic Discovery Primer for Judges, 2005
FED. CTS. L. REV. 1, http://www.fclr.org/articles/2005fedctslrevl(noframes).htm.
The article addressed the tension between secrecy and public access regarding
electronically filed discovery. Id. at 30. Isom did not address whether discovery
material must be filed; rather, he emphasized that courts must balance the com-
peting interests of secrecy and access. Id. at 31. Because of electronic filing,
“[IJitigants will be even more reluctant to file information that they know may be-
come 1nstantly accessible and distributable throughout the world. The press, the
public and information vendors will also find the information more valuable and
useful. Courts will be asked to be the arbiters of these intense competing inter-
ests.” Id.

338. Jud .Conf. Comm. on Court Admin. and Case Mgmt., Report on Privacy
and Public Access to Electronic Case Files (2001), http://www.privacy.uscourts.gov/
Policy. htm [hereinafter Judicial Committee Report].
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cies.33? The subcommittee recommended that documents in
civil case files be made available electronically to the same ex-
tent that they are available at the courthouse.’* The Judicial
Conference has adopted these recommendations, but they are
not binding on the courts.’4l The experience of those courts
that have been making their case file information available
through PACERNet 1s that there have been virtually no re-
ported privacy problems as a result.”342 CM/ECF systems are
now 1n use 1n 89% of federal courts, including 88 of the 94 dis-
trict courts.’4

These technological changes make clear that issues about
access to pretrial information gathered by discovery should be
evaluated on the merits, not on the basis of spurious claims of
burden upon clerks’ offices. There can be honest disagreement
on whether the public should have access to this information.
My view 1s that legitimate concerns about privacy, business 1n-
terests, and other considerations may be dealt with by federal
courts 1n the same manner as they now routinely handle these
1ssues under protective order requests. Unfortunately, the
2000 amendment to Rule 5(d) has short circuited this debate.
We should now move toward reasoned arguments to decide this
important question.

339. Id.
340. Id. However, the subcommittee recommended that Social Security cases

be excluded from electronic access and that personal identifiers (such as social se-
curity numbers, dates of birth, financial account numbers, and names of minors)
be modified or partially redacted. Id.

341. About CM/ECF, supra note 329.

342. Judicial Committee Report, supra note 338.

343. About CM/ECF, supra note 329.



